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According  to  the  prevailing  opinion  of  the  data  protection  authorities  and  courts,  you  may  only  use  numerous  
services  with  consent.  This  applies  in  particular  to  analysis  and  marketing  tools  (e.g.  Google  Analytics  or  meta  pixels).  
Consent  is  required  in  particular  for  the  following  tools  you  have  selected:

Bing  Maps,  Facebook,  Font  Awesome,  Google  Drive,  Google  Maps,  Instagram,  Pinterest,  SoundCloud,  

Attention:  Consent  recommended

For  certain  services,  it  has  not  been  conclusively  clarified  whether  they  require  consent.  However,  given  current  
legal  developments,  it  is  likely  that  the  data  protection  authorities  and  courts  will  also  affirm  that  consent  is  required  
for  these  tools.  If  you  want  to  avoid  the  legal  risk  of  a  warning  or  an  official  procedure /  fine,  we  recommend  
that  you  also  obtain  consent  for  the  following  services:

Attention:  Consent  required

Spotify,  Tumblr,  Vimeo,  X,  YouTube  

If  you  would  like  to  integrate  the  content  into  your  website  as  HTML  source  code,  you  can  use  the  HTML  source  
code  listed  below.

Below  you  will  find  the  text  data  for  your  personal  privacy  policy  for  your  website  according  to  the  information  you  have  
provided.  If  you  use  an  input  editor  for  your  content  on  your  website,  you  can  copy  the  following  text  directly  and  paste  it  
there.

Attention:  Data  transfer  to  third  countries  with  unsafe  data  protection  laws

According  to  your  input,  you  are  using  services  from  companies  that  are  based  in  third  countries  that  are  
not  more  secure  in  terms  of  data  protection  or  that  use  servers  from  third  countries  that  are  not  more  secure.  All  
countries  other  than  those  listed  below  are  considered  non-secure  third  countries:  Andorra,  Argentina,  Faroe  
Islands,  Great  Britain,  Guernsey,  Israel,  Isle  of  Man,  Japan,  Jersey,  Canada  (limited),  New  Zealand,  Switzerland,  
Uruguay,  Liechtenstein,  Iceland,  Norway.

Google  reCAPTCHA,  OneDrive,  OpenStreetMap,  Wordfence  

The  transfer  of  data  to  non-secure  third  countries  is  only  permitted  if  suitable  guarantees  for  the  correct  data  
processing  are  in  place  in  the  target  country.  Suitable  guarantees  are  primarily  EU  standard  contractual  clauses  
(sometimes  also  called  "model  clauses",  "standard  contractual  clauses"  or  "SCCs")  -  the  standard  contractual  
clauses  must  be  agreed  between  you  and  the  provider  of  the  tool.  Binding  corporate  rules  (also  known  as  BCRs)

For  sharing  content  on  social  media  platforms,  eRecht24  also  offers  the  eRecht24  Safe  Sharing  Tool :  https://

www.e-recht24.de/
erecht24-safe-sharing.html.

You  can  find  an  overview  of  the  consent  tools  we  recommend  here:  
https://www.e-recht24.de/mitglieder/lp-cookieeinwilligung/.

your  privacy  policy
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Text  version  of  the  privacy  policy  for  your  website

1.  Data  protection  at  a  glance

You  use  Matomo .  If  you  do  not  obtain  consent  for  Matomo,  you  should  at  least  include  the  option  of  a  so-called  opt-out  

below  your  privacy  policy,  which  the  website  visitor  can  use  to  deactivate  the  tracking  of  their  visit.  To  do  this,  proceed  as  follows:

Log  in  to  your  Matomo  account.  Go  to  Administration  (gear  symbol)  and  then  to  User  Opt-Out .  Configure  the  layout  of  the  box  with  the  

opt-out  according  to  your  requirements  and  then  copy  the  complete  HTML  code.  Paste  it  below  your  privacy  policy.

Also  add  the  following  text  directly  above  the  HTML  code:  Deactivate  Matomo

When  saving,  please  make  sure  that  the  HTML  code  is  completely  preserved.

The  following  service  providers  you  have  selected  transfer  data  to  non-secure  third  countries  without  appropriate  data  protection  

guarantees:

For  all  providers  that  offer  standard  contractual  clauses  or  have  binding  corporate  rules,  we  refer  to  them  in  our  data  protection  

texts.  Therefore,  make  sure  that  the  standard  contractual  clauses  have  actually  been  agreed  between  you  

and  the  provider  or  that  the  binding  corporate  rules  apply  to  the  tool  you  are  using.  If  this  is  not  the  case,  you  must  remove  the  

respective  reference  to  the  standard  contractual  clauses /  the  binding  corporate  rules  from  the  data  protection  declaration  created  

with  our  tool.  In  this  case,  however,  the  use  of  the  tool  is  most  likely  in  breach  of  the  GDPR.

CleanTalk,  Font  Awesome,  Pinterest,  SolidWP  (Brute  Force  Protection),  Tumblr,  Wordfence  

can  provide  a  suitable  guarantee  for  third  country  transfers  if  these  rules  have  been  approved  by  an  EU  data  protection  authority.  

For  data  transfers  to  the  USA,  certification  under  the  EU-US  Data  Privacy  Framework  (DPF)  can  also  be  used;  according  to  

this,  personal  data  can  be  transferred  to  US  companies  if  the  company  is  certified  under  the  EU-US  Data  Privacy  Framework  (DPF).  

We  check  the  certifications  with  each  update.  Therefore,  if  a  US  tool  appears  in  the  list  below,  this  means  that  the  tool  in  question  

was  not  yet  certified  when  the  last  generator  update  was  made.  A  daily  updated  list  of  DPF-certified  companies  can  be  found  here:  

https://www.dataprivacyframework.gov/s/participant-search.

Some  content  management  systems,  such  as  Joomla!  or  WordPress,  may  remove  this  element.  Check  your  website  to  see  if  the  opt-

out  box  is  displayed.
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Some  of  the  data  is  collected  to  ensure  that  the  website  is  provided  without  errors.  Other  data  can  be  used  to  analyze  your  user  

behavior.  If  contracts  can  be  concluded  or  initiated  via  the  website,  the  transmitted  data  will  also  be  processed  for  contract  offers,  

orders  or  other  order  inquiries.

We  host  the  content  of  our  website  with  the  following  providers:

The  following  information  provides  a  simple  overview  of  what  happens  to  your  personal  data  when  you  visit  this  website.  Personal  

data  is  all  data  with  which  you  can  be  personally  identified.  You  can  find  detailed  information  on  the  subject  of  data  

protection  in  our  data  protection  declaration  listed  under  this  text.

What  rights  do  you  have  regarding  your  data?

You  have  the  right  to  obtain  information  about  the  origin,  recipient  and  purpose  of  your  stored  personal  data  free  of  

charge  at  any  time.  You  also  have  the  right  to  request  that  this  data  be  corrected  or  deleted.  If  you  have  given  your  consent  to  data  

processing,  you  can  revoke  this  consent  at  any  time  for  the  future.  You  also  have  the  right  to  request  that  the  processing  of  

your  personal  data  be  restricted  under  certain  circumstances.

Who  is  responsible  for  data  collection  on  this  website?

Furthermore,  you  have  the  right  to  lodge  a  complaint  with  the  competent  supervisory  authority.

The  data  processing  on  this  website  is  carried  out  by  the  website  operator.  You  can  find  his  contact  details  in  the  section  

"Information  on  the  responsible  party"  in  this  data  protection  declaration.

You  can  contact  us  at  any  time  with  any  questions  about  this  or  other  issues  relating  to  data  protection.

How  do  we  collect  your  data?

On  the  one  hand,  your  data  is  collected  when  you  communicate  it  to  us.  This  may,  for  example,  be  data  that  you  enter  in  a  

contact  form.

When  you  visit  this  website,  your  surfing  behavior  may  be  statistically  evaluated.  This  is  done  primarily  with  so-called  analysis  

programs.

Other  data  is  collected  automatically  or  with  your  consent  when  you  visit  the  website  by  our  IT  systems.  This  is  primarily  technical  

data  (e.g.  Internet  browser,  operating  system  or  time  of  page  access).  This  data  is  collected  automatically  as  soon  as  you  enter  

this  website.

Detailed  information  about  these  analysis  programs  can  be  found  in  the  following  privacy  policy.

What  do  we  use  your  data  for?

4 /  33  

2.  Hosting  
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Data  collection  on  this  website
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Machine Translated by Google



Amazon  Web  Services  (AWS)  

All-Inkl

The  provider  is  ALL-INKL.COM  -  Neue  Medien  Münnich,  owner  René  Münnich,  Hauptstraße  68,  02742  Friedersdorf  (hereinafter  

All-Inkl).  Details  can  be  found  in  the  All-Inkl  privacy  policy:  https://all-inkl.com/datenschutzinformationen/.

The  use  of  All-Inkl  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  presenting  our  

website  as  reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  

on  the  basis  of  Art.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  

the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  

time.

The  provider  is  Amazon  Web  Services  EMEA  SARL,  38  Avenue  John  F.  Kennedy,  1855  Luxembourg  (hereinafter  AWS).

For  details,  please  see  Alfahosting’s  privacy  policy:  https://alfahosting.de/

datenschutz/.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  

the  user's  terminal  device  (e.g.  for  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

Alfahosting  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  We  have  a  legitimate  interest  in  presenting  our  website  as  reliably  as  

possible.  If  consent  has  been  requested,  processing  will  be  carried  out  exclusively  on  the  basis  of  Art.

The  provider  is  Alfahosting  GmbH,  Ankerstraße  3b,  06108  Halle  (Saale)  (hereinafter  Alfahosting).  When  you  visit  our  website,  Alfahosting  

records  various  log  files  including  your  IP  addresses.

When  you  visit  our  website,  your  personal  data  is  processed  on  AWS  servers.  Personal  data  may  also  be  transferred  to  AWS'  

parent  company  in  the  USA.  The  data  transfer  to  the  USA  is  based  on  the  EU  standard  contractual  clauses.

Details  can  be  found  here:  

https://aws.amazon.com/de/blogs/security/aws-gdpr-data-processing-addendum/.

For  more  information,  please  see  the  AWS  privacy  policy:  https://aws.amazon.com/de/privacy/?

nc1=f_pr.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/5776.

The  use  of  AWS  is  based  on  Art.  6  (1)  (f)  GDPR.  We  have  a  legitimate  interest  in  presenting  our  website  as  reliably  as  possible.  If  a  

corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  

Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  

device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.
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Aut  O’Mattic  

DomainFactory  

order  processing

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

We  have  concluded  a  data  processing  agreement  (DPA)  for  the  use  of  the  above-mentioned  service.  This  is  a  contract  required  

by  data  protection  law  that  ensures  that  the  personal  data  of  our  website  visitors  is  only  processed  in  accordance  with  our  

instructions  and  in  compliance  with  the  GDPR.

You  can  find  details  here:  

https://automattic.com/de/privacy/.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  can  

obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/4709.

The  provider  is  Aut  O'Mattic  A8C  Ireland  Ltd.,  Business  Centre,  No.1  Lower  Mayor  Street,  International  Financial  Services  Centre,  

Dublin  1,  Ireland  (hereinafter  Aut  O'Mattic),  whose  parent  company  is  based  in  the  USA.

The  web  hosting  includes  functions  that  allow  us  to  analyze  the  behavior  of  website  visitors.  The  analysis  is  carried  out  with  Jetpack  

(formerly  WordPress  Stats).  Technologies  are  used  for  this  purpose  that  enable  the  recognition  of  the  user  (e.g.  cookies  or  

device  fingerprinting).

The  provider  is  DomainFactory  GmbH,  c/o  WeWork,  Neuturmstraße  5,  80331  Munich  (hereinafter  DomainFactory).  When  you  

visit  our  website,  DomainFactory  records  various  log  files  including  your  IP  addresses.

For  analysis  purposes,  log  files  (referrer,  IP  address,  browser,  etc.),  the  origin  of  the  website  visitors  (country,  city)  and  the  

actions  performed  (e.g.  clicks,  views,  downloads)  are  also  recorded.

For  details,  please  see  DomainFactory’s  privacy  policy:  https://www.df.eu/de/datenschutz/.

The  information  collected  in  this  way  about  the  use  of  this  website  is  stored  by  the  host  in  the  USA.  Your  IP  address  is  

anonymized  after  processing  and  before  storage.

The  use  of  DomainFactory  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  presenting  our  website  

as  reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  

basis  of  Art.

The  use  of  Aut  O'Mattic  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  presenting  our  website  

as  reliably  as  possible.  If  the  corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  

basis  of  Art.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  

the  user's  terminal  device  (e.g.  for  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  

the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  

time.
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For  details,  please  see  Host  Europe’s  privacy  policy:  https://
www.hosteurope.de/AGB/Datenschutzerklaerung/.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  
access  to  information  in  the  user's  terminal  device  (e.g.  for  device  fingerprinting)  within  the  meaning  of  the  
TDDDG.  The  consent  can  be  revoked  at  any  time.

The  use  of  Host  Europe  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  
presenting  our  website  as  reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  the  
processing  is  carried  out  exclusively  on  the  basis  of  Art.

The  use  of  IONOS  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  
presenting  our  website  as  reliably  as  possible.  If  consent  has  been  requested,  processing  will  take  place  
exclusively  on  the  basis  of  Art.

The  use  of  Hetzner  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  
presenting  our  website  as  reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  the  
processing  is  carried  out  exclusively  on  the  basis  of  Art.

The  provider  is  Host  Europe  GmbH,  Hansestraße  111,  51149,  Cologne  (hereinafter  Host  Europe).  When  you  
visit  our  website,  Host  Europe  records  various  log  files  including  your  IP  addresses.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  
access  to  information  in  the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  
TDDDG.  The  consent  can  be  revoked  at  any  time.

The  provider  is  Hetzner  Online  GmbH,  Industriestr.  25,  91710  Gunzenhausen  (hereinafter  Hetzner).

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  
access  to  information  in  the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  
TDDDG.  The  consent  can  be  revoked  at  any  time.

Jimdo  is  a  tool  for  creating  and  hosting  websites.  When  you  visit  our  website,  Jimdo  records  various  log  
data,  such  as  your  IP  address,  your  browser  type  and  language,  as  well  as  the  date  and  time  of  access  to  the  
website.  Jimdo  also  stores  cookies.  This  data  is  used  for  analysis  and  to  maintain  the  technical  operation  of  the  
website,  as  well  as  to  combat  misuse.

The  use  of  Jimdo  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate

The  provider  is  Jimdo  GmbH,  Stresemannstraße  375,  22761  Hamburg  (hereinafter  Jimdo).

The  provider  is  IONOS  SE,  Elgendorfer  Str.  57,  56410  Montabaur  (hereinafter  IONOS).  When  you  visit  our  
website,  IONOS  records  various  log  files  including  your  IP  addresses.  Details  can  be  found  in  the  IONOS  privacy  
policy:  https://www.ionos.de/terms-gtc/
terms-privacy.

For  details,  please  see  Hetzner’s  privacy  policy:  https://
www.hetzner.com/de/legal/privacy-policy/.

IONOS

Host  Europe  

Hetzner  

Jimdo
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Squarespace  

Mittwald

onepage.io  

The  use  of  Mittwald  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  
in  presenting  our  website  as  reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  
the  processing  is  carried  out  exclusively  on  the  basis  of  Art.
6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  
access  to  information  in  the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  
TDDDG.  The  consent  can  be  revoked  at  any  time.

We  have  integrated  onepage.io  on  this  website.  The  provider  is  Onepage  GmbH,  Neue  Rothofstr.  13  -19,  60313  
Frankfurt  am  Main  (hereinafter  "onepage.io").

The  legal  basis  for  data  processing  is  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  
in  providing  the  service.  If  consent  has  been  requested,  processing  will  be  carried  out  exclusively  on  the  basis  
of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  Consent  can  be  revoked  at  any  time.

For  details,  please  see  Mittwald’s  privacy  policy:  https://
www.mittwald.de/datenschutz.

onepage.io  enables  us  to  build  websites  and  landing  pages  as  well  as  link  trees  and  quiz  pages.  The  
websites  are  completely  generated  on  onepage.io  and  also  hosted  there.  For  this  purpose,  onepage.io  
processes  personal  data.  All  personal  data  that  you  enter  on  this  page  or  that  is  automatically  collected  from  
you  is  also  processed  by  onepage.io  and  stored  on  their  servers.

The  provider  is  Mittwald  CM  Service  GmbH  &  Co.  KG,  Königsberger  Straße  4-6,  32339  Espelkamp  
(hereinafter  Mittwald).

Interest  in  a  presentation  of  our  website  that  is  as  reliable  as  possible.  If  a  corresponding  consent  has  
been  requested,  the  processing  will  be  carried  out  exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  a  GDPR  and  
Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  
on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  
revoked  at  any  time.

For  further  details,  please  see  the  provider’s  privacy  policy  at  https://onepage.io/
de/datenschutzerklarung.

Squarespace  is  a  tool  for  creating  and  hosting  websites.  When  you  visit  our  website,  your  data  is  processed  
on  Squarespace's  servers.  Personal  data  may  also  be  transmitted  to  Squarespace's  parent  company,  
Squarespace  Inc.,  8  Clarkson  St,  New  York,  NY  10014,  USA.  Squarespace  also  stores  cookies  that  are  
required  to  display  the  site  and  to  ensure  security  (necessary  cookies).

The  use  of  Squarespace  is  based  on  Art.  6  (1)  lit.  f  GDPR.  We  have  a  legitimate  interest  in  presenting  
our  website  as  reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  the  processing  
is  carried  out  exclusively  on  the  basis  of  Art.

The  provider  is  Squarespace  Ireland  Ltd.,  Le  Pole  House,  Ship  Street  Great,  Dublin  8,  Ireland  (hereinafter  
Squarespace).
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Layer

Webflow  

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  

the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  

time.

The  provider  is  Webflow,  Inc.,  398  11th  Street,  2nd  Floor,  San  Francisco,  CA  94103,  USA  (hereinafter  Webflow).  When  you  visit  

our  website,  Webflow  records  various  log  files  including  your  IP  addresses.

Webflow  is  a  tool  for  creating  and  hosting  websites.  Webflow  stores  cookies  or  other  recognition  technologies  that  are  necessary  for  the  

display  of  the  page,  for  providing  certain  website  functions  and  for  ensuring  security  (necessary  cookies).

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.
Details  can  be  found  here:  

https://support.squarespace.com/hc/de/articles/360000851908-DSGVO-und-Squarespace.

For  details,  please  see  Webflow’s  privacy  policy:  https://webflow.com/legal/eu-

privacy-policy.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/4774.

The  use  of  Webflow  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  a  legitimate  interest  in  presenting  our  

website  as  reliably  as  possible.  If  consent  has  been  requested,  processing  will  be  carried  out  exclusively  on  the  basis  of  

Art.

6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  

the  user's  terminal  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  

time.

The  provider  is  Strato  AG,  Otto-Ostrowski-Straße  7,  10249  Berlin  (hereinafter  "Strato").  When  you  visit  our  website,  Strato  records  

various  log  files  including  your  IP  addresses.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

For  further  information,  please  see  Strato’s  privacy  policy:  https://www.strato.de/datenschutz/.

Details  can  be  found  here:  

https://webflow.com/legal/eu-privacy-policy.

Strato  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  We  have  a  legitimate  interest  in  presenting  our  website  as  reliably  as  possible.  If  a  

corresponding  consent  has  been  requested,  processing  will  be  carried  out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  

Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  

device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

The  company  is  certified  according  to  the  “EU-US  Data  Privacy  Framework”  (DPF).
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3.  General  information  and  mandatory  information
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Note  on  the  responsible  body

webgo  

data  protection

The  operators  of  these  pages  take  the  protection  of  your  personal  data  very  seriously.  We  treat  your  
personal  data  confidentially  and  in  accordance  with  the  statutory  data  protection  regulations  and  this  data  
protection  declaration.

DPF  is  an  agreement  between  the  European  Union  and  the  USA  that  aims  to  ensure  compliance  
with  European  data  protection  standards  when  processing  data  in  the  USA.  Every  company  certified  under  
the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  can  obtain  further  information  
from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/
participant/6365.

VAT  ID  number:  DE451861120

order  processing

When  you  use  this  website,  various  personal  data  is  collected.

Furstenwall  228,Dusseldorf  40215  

Personal  data  is  data  that  can  be  used  to  identify  you  personally.  This  privacy  policy  explains  what  data  we  
collect  and  what  we  use  it  for.  It  also  explains  how  and  for  what  purpose  this  is  done.

We  have  concluded  a  data  processing  agreement  (DPA)  for  the  use  of  the  above-mentioned  service.  This  
is  a  contract  required  by  data  protection  law  that  ensures  that  the  personal  data  of  our  website  visitors  
is  only  processed  in  accordance  with  our  instructions  and  in  compliance  with  the  GDPR.

We  would  like  to  point  out  that  data  transmission  over  the  Internet  (e.g.  when  communicating  by  e-mail)

The  provider  is  webgo  GmbH,  Heidenkampsweg  81,  20097,  Hamburg  (hereinafter  “webgo”).  When  you  
visit  our  website,  webgo  records  various  log  files  including  your  IP  addresses.

may  have  security  gaps.  Complete  protection  of  data  against  access  by  third  parties  is  not  possible.

For  details,  please  see  webgo’s  privacy  policy:  https://
www.webgo.de/datenschutz/.

The  use  of  webgo  is  based  on  Art.  6  (1)  (f)  GDPR.  We  have  a  legitimate  interest  in  presenting  our  website  as  
reliably  as  possible.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  
exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  
the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  for  device  fingerprinting)  within  the  
meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

The  responsible  body  for  data  processing  on  this  website  is:

WEGOVITA  GmbH  
HRB  107375
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49  Para.  1  lit.  a  GDPR.  If  you  have  consented  to  the  storage  of  cookies  or  to  access  information  on  your  device  (e.g.  via  device  

fingerprinting),  data  processing  will  also  be  carried  out  on  the  basis  of  Section  25  Para.  1  TDDDG.  Consent  can  be  revoked  at  any  

time.  If  your  data  is  required  to  fulfill  the  contract  or  to  carry  out  pre-contractual  measures,  we  will  process  your  data  on  the  basis  

of  Art.  6  Para.  1  lit.  b  GDPR.  Furthermore,  we  will  process  your  data  if  it  is  required  to  fulfill  a  legal  obligation  on  the  basis  of  Art.  6  Para.  

1  lit.  c  GDPR.

We  use  tools  from  companies  based  in  third  countries  that  are  not  secure  in  terms  of  data  protection  law,  as  well  as  US  tools  whose  

providers  are  not  certified  according  to  the  EU-US  Data  Privacy  Framework  (DPF).  If  these  tools  are  active,  your  personal  data  

can  be  transferred  to  these  countries  and  processed  there.  We  would  like  to  point  out  that  in  third  countries  that  are  not  secure  

in  terms  of  data  protection  law,  a  level  of  data  protection  comparable  to  that  in  the  EU  cannot  be  guaranteed.

Data  processing  may  also  be  carried  out  on  the  basis  of  our  legitimate  interest  in  accordance  with  Art.  6  (1)  (f)  GDPR.  The  relevant  

legal  bases  in  each  individual  case  are  provided  in  the  following  paragraphs  of  this  data  protection  declaration.

As  part  of  our  business  activities,  we  work  with  various  external  parties.  In  some  cases,  this  also  requires  the  transmission  of  personal  

data  to  these  external  parties.

Unless  a  more  specific  storage  period  is  specified  in  this  data  protection  declaration,  your  personal  data  will  remain  with  us  until  the  

purpose  for  data  processing  no  longer  applies.  If  you  make  a  legitimate  request  for  deletion  or  revoke  your  consent  to  data  

processing,  your  data  will  be  deleted  unless  we  have  other  legally  permissible  reasons  for  storing  your  personal  data  (e.g.  retention  

periods  under  tax  or  commercial  law);  in  the  latter  case,  deletion  will  take  place  once  these  reasons  no  longer  apply.

If  you  have  consented  to  data  processing,  we  will  process  your  personal  data  on  the  basis  of  Art.  6  Para.  1  lit.  a  GDPR  or  Art.  9  Para.  2  

lit.  a  GDPR,  provided  that  special  categories  of  data  are  processed  in  accordance  with  Art.  9  Para.  1  GDPR.  In  the  case  of  explicit  consent  

to  the  transfer  of  personal  data  to  third  countries,  data  processing  will  also  be  carried  out  on  the  basis  of  Art.

The  responsible  body  is  the  natural  or  legal  person  who  alone  or  jointly  with  others  decides  on  the  purposes  and  means  of  processing  

personal  data  (e.g.  names,  e-mail  addresses,  etc.).

Phone:  +4915773622531  +4915773621593  Email:  

info@wegovita.com

We  only  pass  on  personal  data  to  external  parties  if  this  is  necessary  for  the  performance  of  a  contract,  if  we  are  legally  obliged  

to  do  so  (e.g.  passing  on  data

We  would  like  to  point  out  that  the  USA,  as  a  safe  third  country,  generally  has  a  level  of  data  protection  comparable  to  that  of  the  

EU.  Data  transfer  to  the  USA  is  therefore  permitted  if  the  recipient  has  certification  under  the  "EU-US  Data  Privacy  Framework"  (DPF)  or  

has  suitable  additional  guarantees.  Information  on  transfers  to  third  countries,  including  the  data  recipients,  can  be  found  in  

this  data  protection  declaration.

General  information  on  the  legal  basis  for  data  processing  on  this

Note  on  the  transfer  of  data  to  third  countries  that  are  not  secure  in  terms  of  data  
protection  law  and  the  transfer  to  US  companies  that  are  not  DPF-certified

Website  

storage  period

recipients  of  personal  data
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IF  THE  DATA  PROCESSING  IS  CARRIED  OUT  ON  THE  BASIS  OF  ART.  6  PARAGRAPH  1  LIT.  E  OR  F  GDPR,  YOU  HAVE  

THE  RIGHT  TO  OBJECT  TO  THE  PROCESSING  OF  YOUR  PERSONAL  DATA  AT  ANY  TIME  FOR  REASONS  ARISING  FROM  

YOUR  PARTICULAR  SITUATION;  THIS  ALSO  APPLIES  TO  PROFILING  BASED  ON  THESE  PROVISIONS.  THE  

RESPECTIVE  LEGAL  BASIS  ON  WHICH  ANY  PROCESSING  IS  BASED  CAN  BE  FOUND  IN  THIS  PRIVACY  POLICY.  IF  YOU  

OBJECT,  WE  WILL  NO  LONGER  PROCESS  YOUR  PERSONAL  DATA  UNLESS  WE  CAN  PROVE  COMPELLING  

LEGITIMATE  GROUNDS  FOR  THE  PROCESSING  WHICH  OVERRIDE  YOUR  INTERESTS,  RIGHTS  AND  FREEDOMS  

OR  THE  PROCESSING  IS  FOR  THE  PURPOSE  OF  ASSERTING,  EXERCISING  OR  DEFENDING  LEGAL  CLAIMS  (OBJECTION  

ACCORDING  TO  ART.  21  PARA.  1  GDPR).

IF  YOUR  PERSONAL  DATA  IS  PROCESSED  FOR  THE  PURPOSE  OF  DIRECT  MARKETING,  YOU  HAVE  THE  RIGHT  TO  OBJECT  

AT  ANY  TIME  TO  THE  PROCESSING  OF  PERSONAL  DATA  CONCERNING  YOU  FOR  THE  PURPOSE  OF  
SUCH  ADVERTISING;  THIS  ALSO  APPLIES  TO  PROFILING  IN  SO  FAR  AS  IT  IS  RELATED  TO  SUCH  DIRECT  

MARKETING.  IF  YOU  OBJECT,  YOUR  PERSONAL  DATA  WILL  SUBSEQUENTLY  NO  LONGER  BE  USED  FOR  THE  PURPOSE  

OF  DIRECT  MARKETING  (OBJECTION  ACCORDING  TO  ART.  21  PARA.  2  GDPR).

Many  data  processing  operations  are  only  possible  with  your  express  consent.  You  can  revoke  your  consent  at  any  time.  The  legality  

of  the  data  processing  carried  out  up  to  the  time  of  revocation  remains  unaffected  by  the  revocation.

to  tax  authorities)  if  we  have  a  legitimate  interest  in  the  transfer  pursuant  to  Art.  6  (1)  (f)  GDPR  or  if  another  legal  basis  permits  the  

data  transfer.  When  using  contract  processors,  we  only  pass  on  our  customers'  personal  data  on  the  basis  of  a  valid  

contract  for  order  processing.  In  the  case  of  joint  processing,  a  contract  for  joint  processing  is  concluded.

In  the  event  of  violations  of  the  GDPR,  those  affected  have  the  right  to  lodge  a  complaint  with  a  supervisory  authority,  in  

particular  in  the  Member  State  of  their  habitual  residence,  place  of  work  or  place  of  the  alleged  violation.  The  right  to  lodge  a  complaint  

is  without  prejudice  to  other  administrative  or  judicial  remedies.

You  have  the  right  to  have  data  that  we  process  automatically  on  the  basis  of  your  consent  or  in  fulfillment  of  a  contract  handed  

over  to  you  or  to  a  third  party  in  a  common,  machine-readable  format.  If  you  request  that  the  data  be  transferred  directly  to  another  

responsible  party,  this  will  only  be  done  if  it  is  technically  feasible.

Within  the  framework  of  the  applicable  legal  provisions,  you  have  the  right  at  any  time  to  obtain  free  information  about  your  stored  

personal  data,  its  origin  and  recipient  and  the  purpose  of  data  processing  and,  if  applicable,  a  right  to  correction  or  deletion  of  this  

data.

right  to  lodge  a  complaint  with  the  competent  supervisory  authority

information,  correction  and  deletion

Right  to  object  to  data  collection  in  special  cases  and  to  direct  advertising  
(Art.  21  GDPR)

Revocation  of  your  consent  to  data  processing

right  to  data  portability
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Cookies  

right  to  restriction  of  processing

objection  to  advertising  emails
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4.  Data  collection  on  this  website

If  you  dispute  the  accuracy  of  your  personal  data  stored  by  us,  we  usually  need  time  to  check  this.  For  the  duration  of  the  check,  you  

have  the  right  to  request  that  the  processing  of  your  personal  data  be  restricted.

If  the  processing  of  your  personal  data  was/is  unlawful,  you  can  request  the  restriction  of  data  processing  instead  of  deletion.

If  you  have  lodged  an  objection  in  accordance  with  Art.  21  Para.  1  GDPR,  a  balance  must  be  struck  between  your  interests  and  ours.  

As  long  as  it  is  not  yet  clear  whose  interests  prevail,  you  have  the  right  to  request  that  the  processing  of  your  personal  data  be  

restricted.

If  you  have  restricted  the  processing  of  your  personal  data,  these  data  may  -  with  the  exception  of  storage  -  only  be  processed  with  your  

consent  or  for  the  establishment,  exercise  or  defense  of  legal  claims  or  to  protect  the  rights  of  another  natural  or  legal  person  

or  for  reasons  of  important  public  interest  of  the  European  Union  or  a  Member  State.

You  can  contact  us  at  any  time  to  do  so.  The  right  to  restrict  processing  exists  in  the  following  cases:

If  we  no  longer  need  your  personal  data,  but  you  require  it  to  exercise,  defend  or  assert  legal  claims,  you  have  the  

right  to  request  that  the  processing  of  your  personal  data  be  restricted  instead  of  deleted.

You  have  the  right  to  request  the  restriction  of  the  processing  of  your  personal  data.

If  you  have  any  further  questions  regarding  personal  data,  you  can  contact  us  at  any  time.

Our  websites  use  so-called  "cookies".  Cookies  are  small  data  packets  and  do  not  cause  any  damage  to  your  device.  They  are  either  

stored  temporarily  for  the  duration  of  a  session  (session  cookies)  or  permanently  (permanent  cookies)  on  your  device.  Session  

cookies  are  automatically  deleted  at  the  end  of  your  visit.  Permanent  cookies  remain  stored  on  your  device  until  you  delete  them  

yourself  or  they  are  automatically  deleted  by  your  web  browser.

Cookies  that  are  necessary  to  carry  out  the  electronic  communication  process,  to  provide

Cookies  have  various  functions.  Many  cookies  are  technically  necessary  because  certain  website  functions  would  not  work  

without  them  (e.g.  the  shopping  cart  function  or  the  display  of  videos).  Other  cookies  can  be  used  to  evaluate  user  behavior  or  for  

advertising  purposes.

The  use  of  contact  data  published  as  part  of  the  imprint  obligation  to  send  unsolicited  advertising  and  information  materials  is  hereby  

prohibited.  The  operators  of  the  pages  expressly  reserve  the  right  to  take  legal  action  in  the  event  of  unsolicited  advertising  

information  being  sent,  for  example  through  spam  emails.

Cookies  can  come  from  us  (first-party  cookies)  or  from  third-party  companies  (so-called  third-party  cookies).  Third-party  cookies  

enable  the  integration  of  certain  services  from  third-party  companies  within  websites  (e.g.  cookies  for  processing  

payment  services).
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contact  form

server  log  files

time  of  the  server  request

certain  functions  you  require  (e.g.  for  the  shopping  cart  function)  or  to  optimize  the  website  (e.g.  cookies  to  measure  the  web  audience)  

(necessary  cookies)  are  stored  on  the  basis  of  Art.  6  Para.  1  lit.  f  GDPR,  unless  another  legal  basis  is  specified.

The  website  operator  has  a  legitimate  interest  in  storing  necessary  cookies  for  the  technically  error-free  and  optimized  provision  

of  its  services.  If  consent  to  store  cookies  and  comparable  recognition  technologies  has  been  requested,  processing  will  

be  carried  out  exclusively  on  the  basis  of  this  consent  (Art.  6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG);  consent  can  be  

revoked  at  any  time.

IP  Address

You  can  set  your  browser  so  that  you  are  informed  about  the  setting  of  cookies  and  only  allow  cookies  in  individual  cases,  

exclude  the  acceptance  of  cookies  for  certain  cases  or  in  general  and  activate  the  automatic  deletion  of  cookies  when  closing  the  
browser.  If  cookies  are  deactivated,  the  functionality  of  this  website  may  be  restricted.

This  data  will  not  be  merged  with  other  data  sources.

You  can  find  out  which  cookies  and  services  are  used  on  this  website  in  this  privacy  policy.

This  data  is  collected  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  the  technically  error-free  

presentation  and  optimization  of  his  website  -  for  this  purpose,  the  server  log  files  must  be  recorded.

The  provider  of  the  pages  automatically  collects  and  stores  information  in  so-called  server  log  files,  which  your  browser  

automatically  transmits  to  us.  These  are:

If  you  send  us  inquiries  using  the  contact  form,  your  details  from  the  inquiry  form,  including  the  contact  details  you  

provided  there,  will  be  stored  by  us  for  the  purpose  of  processing  the  inquiry  and  in  the  event  of  follow-up  questions.  We  will  not  pass  

on  this  data  without  your  consent.

browser  type  and  browser  version  

operating  system  used

This  data  is  processed  on  the  basis  of  Art.  6  (1)  (b)  GDPR,  provided  that  your  request  is  related  to  the  fulfillment  of  a  contract  or  is  

necessary  to  carry  out  pre-contractual  measures.  In  all  other  cases,  the  processing  is  based  on  our  legitimate  interest  in  the  

effective  processing  of  the  requests  addressed  to  us  (Art.  6  (1)  (f)  GDPR)  or  on  your  consent  (Art.  6  (1)  (a)  GDPR)  if  this  was  

requested;  the  consent  can  be  revoked  at  any  time.

Referrer  URL

The  data  you  enter  in  the  contact  form  will  remain  with  us  until  you  request  deletion,  revoke  your  consent  to  storage  or  the  

purpose  for  storing  the  data  no  longer  applies  (e.g.  after  your  request  has  been  processed).  Mandatory  legal  provisions  -  in  particular  

retention  periods  -  remain  unaffected.

hostname  of  the  accessing  computer
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storage  of  the  IP  address

Our  comment  function  stores  the  IP  addresses  of  users  who  write  comments.  Since  we  do  not  check  comments  on  this  website  

before  they  are  published,  we  need  this  data  in  order  to  be  able  to  take  action  against  the  author  in  the  event  of  legal  violations  such  

as  insults  or  propaganda.

Subscribe  to  comments

legal  basis

This  data  is  processed  on  the  basis  of  Art.  6  (1)  (b)  GDPR,  provided  that  your  request  is  related  to  the  fulfillment  of  a  contract  or  is  

necessary  to  carry  out  pre-contractual  measures.  In  all  other  cases,  the  processing  is  based  on  our  legitimate  interest  in  the  

effective  processing  of  the  requests  addressed  to  us  (Art.  6  (1)  (f)  GDPR)  or  on  your  consent  (Art.  6  (1)  (a)  GDPR)  if  this  was  

requested;  the  consent  can  be  revoked  at  any  time.

For  the  comment  function  on  this  page,  in  addition  to  your  comment,  information  on  the  time  the  comment  was  created,  your  email  

address  and,  if  you  do  not  post  anonymously,  the  user  name  you  have  chosen  will  be  stored.

The  data  you  send  to  us  via  contact  requests  will  remain  with  us  until  you  request  deletion,  revoke  your  consent  to  storage  or  the  

purpose  for  storing  the  data  no  longer  applies  (e.g.  after  your  request  has  been  processed).  Mandatory  legal  provisions  -  in  particular  

statutory  retention  periods  -  remain  unaffected.

If  you  contact  us  by  email,  telephone  or  fax,  your  request,  including  all  personal  data  resulting  from  it  (name,  request),  will  be  

stored  and  processed  by  us  for  the  purpose  of  processing  your  request.  We  will  not  pass  on  this  data  without  your  consent.

The  comments  are  stored  on  the  basis  of  your  consent  (Art.  6  para.  1  lit.  a  GDPR).  You  can  revoke  your  consent  at  any  time.  All  you  

need  to  do  is  send  us  an  informal  email.  The  legality  of  the  data  processing  operations  that  have  already  taken  place  remains  unaffected  

by  the  revocation.

As  a  user  of  the  site,  you  can  subscribe  to  comments  after  registering.  You  will  receive  a  confirmation  email  to  check  

whether  you  are  the  owner  of  the  email  address  provided.  You  can  unsubscribe  from  this  function  at  any  time  using  a  link  in  the  

information  emails.  In  this  case,  the  data  entered  when  subscribing  to  comments  will  be  deleted;  however,  if  you  have  sent  this  

data  to  us  for  other  purposes  and  elsewhere  (e.g.  newsletter  order),  this  data  will  remain  with  us.

storage  period  of  comments

The  comments  and  the  associated  data  are  stored  and  remain  on  this  website  until  the  commented  content  has  been  completely  

deleted  or  the  comments  have  to  be  deleted  for  legal  reasons  (e.g.  offensive  comments).

Gravatar

Inquiry  by  email,  telephone  or  fax

comment  function  on  this  website
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social  media  elements  with  Shariff

Facebook  
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5.  Social  Media

For  further  details,  please  see  the  provider’s  privacy  policy  at  https://automattic.com/
privacy/.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  
between  the  European  Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  
data  protection  standards  when  processing  data  in  the  USA.  Every  company  certified  according  to  the  DPF  
undertakes  to  comply  with  these  data  protection  standards.  You  can  obtain  further  information  from  the  
provider  at  the  following  link:  https://www.dataprivacyframework.gov/
participant/4709.

This  website  uses  elements  of  social  media  (e.g.  Facebook,  X,  Instagram,  Pinterest,  XING,  LinkedIn,  
Tumblr).

You  can  usually  recognize  the  social  media  elements  by  the  respective  social  media  logos.

Gravatar  is  a  tool  that  allows  us  to  provide  personal  images  (avatars)  to  users  of  our  website.  The  
avatars  serve  as  visual  representations  of  users  and  are  displayed  wherever  a  user  interacts  with  the  
platform  (e.g.  in  forums  or  chats).  When  a  user  interacts  with  the  platform,  their  avatar  is  displayed  based  on  
the  selection  associated  with  their  email  address.  This  adds  a  personal  touch  to  users'  online  presence  and  
facilitates  identification,  as  the  chosen  image  is  associated  with  users  when  they  are  active  online.

Gravatar  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  an  
appealing  presentation  of  its  forums.  If  a  corresponding  consent  has  been  requested,  the  processing  takes  
place  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  The  consent  can  be  
revoked  at  any  time.

When  you  comment  or  interact  on  our  website  and  Gravatar  is  activated,  the  hash  of  the  email  address  of  
the  user  who  uses  Gravatar  (used  as  an  ID)  is  processed  by  Gravatar.

We  have  integrated  Gravatar  on  this  website.  The  provider  is  Automattic  Inc.,  60  29th  Street  #343,  San  
Francisco,  CA  94110,  USA  (hereinafter  Gravatar).

To  ensure  data  protection  on  this  website,  we  only  use  these  elements  in  conjunction  with  the  so-called  
“Shariff”  solution.  This  application  prevents  the  social  media  elements  integrated  into  this  website  from  
transferring  your  personal  data  to  the  respective  provider  when  you  first  enter  the  site.

Only  when  you  activate  the  respective  social  media  element  by  clicking  on  the  corresponding  button  will  a  
direct  connection  be  established  to  the  provider's  server  (consent).  As  soon  as  you  activate  the  social  
media  element,  the  respective  provider  receives  the  information  that  you  have  visited  this  website  with  your  IP  
address.  If  you  are  logged  into  your  respective  social  media  account  (e.g.  Facebook)  at  the  same  time,  the  
respective  provider  can  assign  the  visit  to  this  website  to  your  user  account.

Activating  the  plugin  constitutes  consent  within  the  meaning  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  
TDDDG.  You  can  revoke  this  consent  at  any  time  with  effect  for  the  future.

The  service  is  used  to  obtain  the  legally  required  consent  for  the  use  of  certain  technologies.  The  legal  
basis  for  this  is  Art.  6  (1)  (c)  GDPR.
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X  (formerly  Twitter)

The  use  of  this  service  is  based  on  your  consent  in  accordance  with  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  The  consent  

can  be  revoked  at  any  time.

To  the  extent  that  personal  data  is  collected  on  our  website  using  the  tool  described  here  and  forwarded  to  Facebook,  we  and  Meta  

Platforms  Ireland  Limited,  4  Grand  Canal  Square,  Grand  Canal  Harbour,  Dublin  2,  Ireland  are  jointly  responsible  for  this  data  

processing  (Art.  26  GDPR).  The  joint  responsibility  is  limited  exclusively  to  the  collection  of  the  data  and  its  forwarding  to  

Facebook.  The  processing  by  Facebook  that  takes  place  after  forwarding  is  not  part  of  the  joint  responsibility.  The  obligations  

incumbent  upon  us  jointly  have  been  recorded  in  a  joint  processing  agreement.  The  wording  of  the  agreement  can  be  found  at:  

https://www.facebook.com/legal/controller_addendum.  According  to  this  agreement,  we  are  responsible  for  providing  data  protection  

information  when  using  the  Facebook  tool  and  for  implementing  the  tool  on  our  website  in  a  way  that  complies  with  

data  protection  law.  Facebook  is  

responsible  for  the  data  security  of  Facebook  products.  You  can  assert  data  subject  rights  (e.g.  requests  for  information)  with  regard  to  
the  data  processed  by  Facebook  directly  with  Facebook.  If  you  assert  data  subject  rights  with  us,  we  are  obliged  to  forward  them  to  

Facebook.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

This  website  includes  functions  of  the  service  X  (formerly  Twitter).  These  functions  are  offered  by  the  parent  company  X  Corp.,  

1355  Market  Street,  Suite  900,  San  Francisco,  CA  94103,  USA.  The  Twitter  International  Unlimited  Company,  One  Cumberland  

Place,  Fenian  Street,  Dublin  2,  D02  AX07,  Ireland,  branch  is  responsible  for  data  processing  of  persons  living  outside  the  USA.

An  overview  of  the  Facebook  social  media  elements  can  be  found  here:  https://

developers.facebook.com/docs/plugins/?locale=de_DE.

This  allows  Facebook  to  associate  your  visit  to  this  website  with  your  user  account.  We  would  like  to  point  out  that  as  the  provider  of  the  

pages,  we  have  no  knowledge  of  the  content  of  the  data  transmitted  or  how  it  is  used  by  Facebook.  You  can  find  more  information  

on  this  in  Facebook's  privacy  policy  at:  https://de-de.facebook.com/privacy/explanation.

If  the  social  media  element  is  active,  a  direct  connection  is  established  between  your  device  and  the  Facebook  server.  Facebook  

therefore  receives  the  information  that  you  have  visited  this  website  using  your  IP  address.  If  you  click  the  Facebook  "Like"  button  

while  you  are  logged  into  your  Facebook  account,  you  can  link  the  contents  of  this  website  to  your  Facebook  profile.

This  website  contains  elements  of  the  social  network  Facebook.  The  provider  of  this  service  is  Meta  Platforms  Ireland  Limited,  Merrion  

Road,  Dublin  4,  D04  X2K5,  Ireland.  However,  according  to  Facebook,  the  data  collected  is  also  transferred  to  the  USA  and  other  third  

countries.

Details  can  be  found  here:  

https://www.facebook.com/legal/EU_data_transfer_addendum,  https://de-

de.facebook.com/help/566994660333381  and  https://www.facebook.com/

policy.php.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/4452.
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Instagram  

You  can  change  your  privacy  settings  at  X  (formerly  Twitter)  in  the  account  settings  at  https://x.com/settings/account  change.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/2710.

This  website  includes  functions  of  the  Instagram  service.  These  functions  are  offered  by  Meta  Platforms  Ireland  Limited,  

Merrion  Road,  Dublin  4,  D04  X2K5,  Ireland.

When  the  social  media  element  is  active,  a  direct  connection  is  established  between  your  device  and  the  Instagram  server.  Instagram  

therefore  receives  information  about  your  visit  to  this  website.

The  use  of  this  service  is  based  on  your  consent  in  accordance  with  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  The  consent  

can  be  revoked  at  any  time.

Details  can  be  found  here:  

https://gdpr.x.com/en/controller-to-controller-transfers.html.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

When  the  social  media  element  is  active,  a  direct  connection  is  established  between  your  device  and  the  X  server.  X  (formerly  Twitter)  

therefore  receives  information  about  your  visit  to  this  website.  By  using  X  (formerly  Twitter)  and  the  "Re-Tweet"  or  "Repost"  function,  the  

websites  you  visit  are  linked  to  your  X  (formerly  Twitter)  account  and  made  known  to  other  users.  We  would  like  to  point  out  that  as  the  

provider  of  the  pages,  we  have  no  knowledge  of  the  content  of  the  transmitted  data  or  its  use  by  X  (formerly  Twitter).  You  can  find  more  

information  on  this  in  the  privacy  policy  of  X  (formerly  Twitter)  at:  https://x.com/de/privacy.

Our  joint  obligations  have  been  set  out  in  a  joint  processing  agreement.  The  text  of  the  agreement  can  be  found  at:  https://

www.facebook.com/legal/controller_addendum.  According  to  this  agreement,  we  are  responsible  

for  providing  data  protection  information  when  using  the  Facebook  or  Instagram  tool  and  for  implementing  the  tool  on  our  website  in  a  

way  that  is  secure  in  terms  of  data  protection.  Facebook  is  responsible  for  the  data  security  of  Facebook  or  Instagram  

products.  Rights  of  those  affected

To  the  extent  that  personal  data  is  collected  on  our  website  using  the  tool  described  here  and  forwarded  to  Facebook  or  Instagram,  we  

and  Meta  Platforms  Ireland  Limited,  4  Grand  Canal  Square,  Grand  Canal  Harbour,  Dublin  2,  Ireland  are  jointly  responsible  for  this  

data  processing  (Art.  26  GDPR).  The  joint  responsibility  is  limited  exclusively  to  the  collection  of  the  data  and  its  

forwarding  to  Facebook  or  Instagram.  The  processing  carried  out  by  Facebook  or  Instagram  after  the  forwarding  is  not  part  of  the  joint  

responsibility.

If  you  are  logged  into  your  Instagram  account,  you  can  link  the  content  of  this  website  to  your  Instagram  profile  by  clicking  on  the  

Instagram  button.  This  allows  Instagram  to  assign  your  visit  to  this  website  to  your  user  account.  We  would  like  to  point  out  that  as  the  

provider  of  the  pages,  we  have  no  knowledge  of  the  content  of  the  transmitted  data  or  its  use  by  Instagram.

The  use  of  this  service  is  based  on  your  consent  in  accordance  with  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  The  consent  

can  be  revoked  at  any  time.
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Pinterest  

Tumblr  

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/4452.

This  website  uses  buttons  and  other  elements  of  the  Tumblr  service.  The  provider  is  Tumblr,  Inc.,  35  East  21st  St,  10th  Floor,  New  

York,  NY  10010,  USA.

When  the  social  media  element  is  active,  a  direct  connection  is  established  between  your  device  and  the  Tumblr  server.  Tumblr  

therefore  receives  information  about  your  visit  to  this  website.

The  Tumblr  buttons  allow  you  to  share  a  post  or  page  on  Tumblr  or  to  follow  the  provider  on  Tumblr.  When  you  visit  one  of  our  websites  

with  a  Tumblr  button,  your  browser  establishes  a  direct  connection  to  Tumblr's  servers.  We  have  no  influence  on  the  amount  of  

data  that  Tumblr  collects  and  transmits  using  this  plugin.  As  of  now,  the  user's  IP  address  and  the  URL  of  the  respective  

website  are  transmitted.

Details  can  be  found  here:  

https://www.facebook.com/legal/EU_data_transfer_addendum,  https://

privacycenter.instagram.com/policy/  and  https://de-

de.facebook.com/help/566994660333381.

For  more  information,  please  see  Instagram’s  privacy  policy:  https://privacycenter.instagram.com/policy/.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

You  can  assert  your  rights  (e.g.  requests  for  information)  regarding  the  data  processed  by  Facebook  or  Instagram  directly  with  

Facebook.  If  you  assert  your  rights  as  a  data  subject  with  us,  we  are  obliged  to  forward  them  to  Facebook.

On  this  website  we  use  elements  of  the  social  network  Pinterest,  which  is  operated  by  Pinterest  Europe  Ltd.,  Palmerston  House,  

2nd  Floor,  Fenian  Street,  Dublin  2,  Ireland.

When  you  visit  a  page  that  contains  such  an  element,  your  browser  establishes  a  direct  connection  to  Pinterest's  servers.  This  social  
media  element  transmits  log  data  to  Pinterest's  server  in  the  USA.  This  log  data  may  contain  your  IP  address,  the  address  of  the  websites  

visited  that  also  contain  Pinterest  functions,  the  type  and  settings  of  the  browser,  the  date  and  time  of  the  request,  your  use  of  

Pinterest  and  cookies.

Further  information  on  the  purpose,  scope  and  further  processing  and  use  of  the  data  by

The  use  of  this  service  is  based  on  your  consent  in  accordance  with  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  The  consent  

can  be  revoked  at  any  time.

Further  information  can  be  found  in  Tumblr’s  privacy  policy  at:  https://www.tumblr.com/privacy/de.

The  use  of  this  service  is  based  on  your  consent  in  accordance  with  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG.  The  consent  

can  be  revoked  at  any  time.
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Visible

IONOS  WebAnalytics
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6.  Analysis  tools  and  advertising

Pinterest  and  your  rights  and  options  for  protecting  your  privacy  can  be  found  in  Pinterest's  privacy  policy:  https://policy.pinterest.com/
de/privacy-policy.

We  have  configured  Matomo  so  that  Matomo  does  not  store  cookies  in  your  browser.

Hosting  

We  host  Matomo  exclusively  on  our  own  servers,  so  all  analysis  data  remains  with  us  and  is  not  
passed  on.

This  website  uses  the  open  source  web  analysis  service  Matomo.

With  the  help  of  Matomo,  we  are  able  to  collect  and  analyze  data  on  how  our  website  is  used  by  
website  visitors.  This  allows  us  to  find  out,  among  other  things,  when  which  page  views  were  made  and  
which  region  they  come  from.  We  also  record  various  log  files  (e.g.  IP  address,  referrer,  browsers  and  
operating  systems  used)  and  can  measure  whether  our  website  visitors  carry  out  certain  actions  (e.g.  clicks,  
purchases,  etc.).

This  website  uses  the  analysis  services  of  IONOS  WebAnalytics  (hereinafter:  IONOS).  The  provider  is  1&1  
IONOS  SE,  Elgendorfer  Straße  57,  D  -  56410  Montabaur.  As  part  of  the  analyses  with  IONOS,  visitor  numbers  
and  behavior  (e.g.  number  of  page  views,  duration  of  a  website  visit,  bounce  rates),  visitor  sources  (i.e.  
which  page  the  visitor  comes  from),  visitor  locations  and  technical  data  (browser  and  operating  system  
versions)  can  be  analyzed.  For  this  purpose,  IONOS  stores  the  following  data  in  particular:

This  analysis  tool  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  
legitimate  interest  in  analyzing  user  behavior  in  order  to  optimize  both  its  website  and  its  advertising.  If  a  
corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  
6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  
to  information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  
consent  can  be  revoked  at  any  time.

Referrer  (previously  visited  website)  
requested  website  or  file

IP  anonymization

Browser  type  and  browser  version  
Operating  system  used  Device  
type  used

When  analyzing  with  Matomo,  we  use  IP  anonymization.  Your  IP  address  is  shortened  before  the  
analysis  so  that  it  can  no  longer  be  clearly  assigned  to  you.

time  of  access

Cookieless  Analysis

IP  address  in  anonymized  form  (used  only  to  determine  the  location  of  access)
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7.  Newsletter  

This  website  uses  the  analysis  tool  WP  Statistics  to  statistically  evaluate  visitor  access.  The  provider  is  
Veronalabs,  Tatari  64,  10134,  Tallinn,  Estonia  
( https://veronalabs.com).

With  WP  Statistics  we  can  analyze  the  use  of  our  website.  WP  Statistics  records,  among  other  things,

The  data  collected  with  WP  Statistics  is  stored  exclusively  on  our  own  server.

This  analysis  tool  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  We  have  a  legitimate  interest  in  the  
anonymized  analysis  of  user  behavior  in  order  to  optimize  both  our  website  and  our  advertising.  If  a  
corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  
(1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  
information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  
can  be  revoked  at  any  time.

The  data  is  stored  and  analyzed  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  
legitimate  interest  in  the  statistical  analysis  of  user  behavior  in  order  to  optimize  both  its  website  and  its  
advertising.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  
the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  
cookies  or  access  to  information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  
TDDDG.  The  consent  can  be  revoked  at  any  time.

Log  files  (IP  address,  referrer,  browser  used,  user  origin,  search  engine  used)  and  actions  that  website  
visitors  have  performed  on  the  site  (e.g.  clicks  and  views).

For  further  information  on  data  collection  and  processing  by  IONOS  WebAnalytics,  please  refer  to  the  IONOS  
privacy  policy  at  the  following  link:  https://www.ionos.de/terms-
gtc/datenschutzerklaerung/

According  to  IONOS,  data  collection  is  completely  anonymous,  so  that  it  cannot  be  traced  back  to  individual  
people.  IONOS  WebAnalytics  does  not  store  cookies.

If  you  would  like  to  receive  the  newsletter  offered  on  the  website,  we  require  an  email  address  from  you  as  
well  as  information  that  allows  us  to  verify  that  you  are  the  owner  of  the  specified  email  address  and  
that  you  agree  to  receive  the  newsletter.  No  other  data  is  collected  or  is  only  collected  on  a  voluntary  
basis.  We  use  this  data  exclusively  to  send  the  requested  information  and  do  not  pass  it  on  to  third  parties.

IP  anonymization

We  use  WP  Statistics  with  anonymized  IP.  Your  IP  address  is  shortened  so  that  it  can  no  longer  be  directly  
assigned  to  you.

The  data  entered  in  the  newsletter  registration  form  is  processed  exclusively  on  the  basis  of  your  consent  
(Art.  6  Para.  1  lit.  a  GDPR).  You  can  revoke  your  consent  to  the  storage  of  the  data,  the  email  address  
and  their  use  for  sending  the  newsletter  at  any  time,  for  example  via  the  "unsubscribe"  link  in  the  
newsletter.  The  legality  of  the  data  processing  operations  that  have  already  taken  place  remains  
unaffected  by  the  revocation.
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8.  Plugins  and  tools

If  you  order  goods  or  services  from  us  and  provide  your  email  address,  we  may  subsequently  use  this  email  address  to  send  you  

newsletters,  provided  we  inform  you  of  this  in  advance.  In  such  a  case,  only  direct  advertising  for  our  own  similar  goods  or  services  will  

be  sent  via  the  newsletter.  You  can  cancel  the  sending  of  this  newsletter  at  any  time.  For  this  purpose,  there  is  a  corresponding  

link  in  every  newsletter.

The  legal  basis  for  sending  the  newsletter  in  this  case  is  Art.  6  Para.  1  lit.  f  GDPR  in  conjunction  with  Section  7  Para.  3  UWG.

This  website  embeds  videos  from  the  YouTube  website.  The  website  is  operated  by  Google  Ireland  Limited  (“Google”),  Gordon  House,  

Barrow  Street,  Dublin  4,  Ireland.

Data  stored  by  us  for  other  purposes  remains  unaffected.

After  you  unsubscribe  from  the  newsletter  distribution  list,  your  email  address  may  be  stored  in  a  blacklist  to  prevent  future  

mailings  to  you.  The  data  from  the  blacklist  is  only  used  for  this  purpose  and  is  not  merged  with  other  data.  This  serves  both  your  

interest  and  our  interest  in  complying  with  the  legal  requirements  when  sending  newsletters  (legitimate  interest  within  the  meaning  of  

Art.  6  Para.  1  lit.  f  GDPR).  Storage  in  the  blacklist  is  not  time-limited.  You  can  object  to  storage  if  your  interests  outweigh  our  

legitimate  interest.

After  you  unsubscribe  from  the  newsletter  distribution  list,  your  email  address  may  be  stored  in  a  blacklist  by  us  or  the  

newsletter  service  provider  if  this  is  necessary  to  prevent  future  mailings.  The  data  from  the  blacklist  is  only  used  for  this  

purpose  and  is  not  merged  with  other  data.  This  serves  both  your  interest  and  our  interest  in  complying  with  the  legal  requirements  

when  sending  newsletters  (legitimate  interest  within  the  meaning  of  Art.  6  Para.  1  lit.  f  GDPR).  Storage  in  the  blacklist  is  not  time-

limited.  You  can  object  to  storage  if  your  interests  outweigh  our  legitimate  interest.

The  data  you  provide  to  us  for  the  purpose  of  subscribing  to  the  newsletter  will  be  stored  by  us  or  the  newsletter  service  provider  until  

you  unsubscribe  from  the  newsletter  and  will  be  deleted  from  the  newsletter  distribution  list  after  you  unsubscribe  from  the  

newsletter  or  if  the  purpose  no  longer  applies.  We  reserve  the  right  to  delete  or  block  email  addresses  from  our  newsletter  

distribution  list  at  our  own  discretion  within  the  scope  of  our  legitimate  interest  in  accordance  with  Art.  6  (1)  (f)  GDPR.

Furthermore,  YouTube  can  store  various  cookies  on  your  device  or  use  comparable  technologies  for  recognition  (e.g.  device  

fingerprinting).  In  this  way,  YouTube  can  receive  information  about  visitors  to  this  website.  This  information  is  used,  among  
other  things,  to  collect  video  statistics,  improve  user-friendliness  and  prevent  fraud  attempts.  Furthermore,  the  collected  

data  is  processed  in  the  Google  advertising  network.

If  you  are  logged  into  your  YouTube  account,  you  allow  YouTube  to  assign  your  surfing  behavior  directly  to  your  personal  profile.  

You  can  prevent  this  by  logging  out  of  your  YouTube  account.

When  you  visit  one  of  our  websites  that  has  YouTube  embedded,  a  connection  is  established  to  the  YouTube  servers.  The  YouTube  

server  is  informed  which  of  our  pages  you  have  visited.
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Vimeo  ohne  Tracking  (Do-Not-Track)  

Google  Fonts  (lokales  Hosting)  

Log  out  of  account.

When  you  visit  one  of  our  pages  with  Vimeo  videos,  a  connection  is  established  to  the  Vimeo  servers.  The  Vimeo  server  is  

informed  which  of  our  pages  you  have  visited.  Vimeo  also  receives  your  IP  address.  However,  we  have  configured  Vimeo  so  that  

Vimeo  will  not  track  your  user  activities  and  will  not  set  any  cookies.

We  use  YouTube  in  the  interest  of  an  appealing  presentation  of  our  online  offerings.

Vimeo  is  used  in  the  interest  of  an  appealing  presentation  of  our  online  offerings.

This  represents  a  legitimate  interest  within  the  meaning  of  Art.  6  (1)  (f)  GDPR.  If  consent  has  been  requested,  processing  will  be  

carried  out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR;  consent  can  be  revoked  at  any  time.

This  represents  a  legitimate  interest  within  the  meaning  of  Art.  6  (1)  (f)  GDPR.  If  a  corresponding  consent  has  been  requested,  the  

processing  will  be  carried  out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  

includes  the  storage  of  cookies  or  access  to  information  in  the  user's  end  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  

TDDDG.  The  consent  can  be  revoked  at  any  time.

Further  information  on  how  user  data  is  handled  can  be  found  in  YouTube’s  privacy  policy

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission  and,  according  to  Vimeo,  on  

“legitimate  business  interests”.  Details  can  be  found  here:  https://vimeo.com/privacy.

under:

Further  information  on  how  user  data  is  handled  can  be  found  in  Vimeo’s  privacy  policy  at:  https://vimeo.com/privacy.

https://policies.google.com/privacy?hl=de.  

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/5711.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/5780.

This  site  uses  so-called  Google  Fonts,  which  are  provided  by  Google,  for  the  uniform  display  of  fonts.  The  Google  Fonts  are  installed  

locally.  There  is  no  connection  to  Google  servers.

This  website  uses  plugins  from  the  video  portal  Vimeo.  The  provider  is  Vimeo  Inc.,  555  West  18th  Street,  New  York,  New  York  10011,  

USA.
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Google  Maps  

Font  Awesome  

MyFonts  

Device  fingerprinting)  within  the  meaning  of  the  TDDDG.  Consent  can  be  revoked  at  any  time.

If  your  browser  does  not  support  Font  Awesome,  a  standard  font  from  your  computer  will  be  used.

This  site  uses  MyFonts.  These  are  fonts  that  are  loaded  into  your  browser  when  you  visit  our  website  to  ensure  a  consistent  font  

when  the  website  is  displayed.  The  provider  is  Monotype  Imaging  Holdings  Inc.,  600  Unicorn  Park  Drive,  Woburn,  

Massachusetts  01801,  USA.

In  order  to  check  compliance  with  the  license  conditions  and  the  number  of  monthly  page  views,  MyFonts  transfers  your  IP  address  

together  with  the  URL  of  our  website  and  our  contract  data  to  its  servers  in  the  USA.  According  to  Monotype,  your  IP  address  is  

anonymized  immediately  after  the  transfer  so  that  no  personal  reference  can  be  made  (anonymization).

When  you  call  up  a  page,  your  browser  loads  the  required  fonts  into  your  browser  cache  in  order  to  display  texts,  fonts  and  symbols  

correctly.  For  this  purpose,  the  browser  you  use  must  connect  to  the  Font  Awesome  servers.  This  allows  Font  Awesome  to  know  that  

this  website  was  accessed  via  your  IP  address.  Font  Awesome  is  used  on  the  basis  of  Art.  6  Paragraph  1  Letter  f  of  GDPR.  We  have  

a  legitimate  interest  in  the  uniform  presentation  of  the  typeface  on  our  website.  If  the  corresponding  consent  has  been  requested,  

processing  takes  place  exclusively  on  the  basis  of  Art.  6  Paragraph  1  Letter  a  of  GDPR  and  Section  25  Paragraph  1  TDDDG,  

insofar  as  the  consent  allows  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.

For  more  information  about  Font  Awesome,  please  see  Font  Awesome’s  privacy  policy  at:  https://fontawesome.com/privacy.

This  site  uses  Font  Awesome  for  the  uniform  display  of  fonts  and  symbols.  The  provider  is  Fonticons,  Inc.,  6  Porter  Road  Apartment  

3R,  Cambridge,  Massachusetts,  USA.

For  more  information  about  Google  Fonts,  please  visit  https://

developers.google.com/fonts/faq  and  in  Google's  privacy  policy:  https://policies.google.com/privacy?hl=de.

For  details,  please  see  Monotype’s  privacy  policy  at  https://www.monotype.com/de/

rechtshinweise/datenschutzrichtlinie/datenschutzrichtlinie-zum-tracking-von-webschriften .

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/6347.

This  website  uses  the  Google  Maps  map  service.  The  provider  is  Google  Ireland  Limited  ("Google"),  Gordon  House,  Barrow  Street,  

Dublin  4,  Ireland.  This  service  allows  us  to  integrate  maps  into  our  website.
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Bing  Maps  

Details  can  be  found  here:  

https://privacy.google.com/businesses/gdprcontrollerterms/  and  https://

privacy.google.com/businesses/gdprcontrollerterms/sccs/.

You  can  find  more  information  about  how  user  data  is  handled  in  Google’s  privacy  policy:  https://policies.google.com/privacy?

hl=de.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/5780.

We  have  integrated  Bing  Maps  on  this  website.  The  provider  is  Microsoft  Corporation,  One  Microsoft  Way,  Redmond,  WA  

98052-6399,  United  States  (hereinafter  "Bing  Maps").  With  the  help  of  this  service  we  can  integrate  map  material  on  our  website.

Google  Maps  is  used  in  the  interest  of  an  attractive  presentation  of  our  online  offers  and  to  make  the  locations  we  specify  on  

the  website  easy  to  find.  This  represents  a  legitimate  interest  within  the  meaning  of  Art.  6  (1)  (f)  GDPR.  If  a  corresponding  consent  

has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  

TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  device  

fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

The  provider  of  this  site  has  no  influence  on  this  data  transfer.  If  Google  Maps  is  activated,  Google  can  use  Google  Fonts  for  the  

purpose  of  uniform  display  of  fonts.  When  you  call  up  Google  Maps,  your  browser  loads  the  required  web  fonts  into  your  browser  

cache  in  order  to  display  texts  and  fonts  correctly.

To  use  the  functions  of  Google  Maps,  it  is  necessary  to  save  your  IP  address.  This  information  is  usually  transferred  to  a  

Google  server  in  the  USA  and  stored  there.

To  use  the  functions  of  Bing  Maps,  it  is  necessary  to  save  your  IP  address.  This  information  is  usually  transferred  to  a  

Microsoft  server  in  the  USA  and  stored  there.  The  provider  of  this  site  has  no  influence  on  this  data  transfer.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.
Details  can  be  found  here:  

https://learn.microsoft.com/de-de/compliance/regulatory/offering-eu-model-clauses.

For  further  details,  please  see  the  provider’s  privacy  policy  at  https://www.microsoft.com/en-us/

maps/bing-maps/product.

Bing  is  used  in  the  interest  of  an  attractive  presentation  of  our  online  offers  and  to  make  the  locations  we  specify  on  the  website  easy  

to  find.  This  represents  a  legitimate  interest  within  the  meaning  of  Art.  6  Para.  1  lit.  f  GDPR.  If  a  corresponding  consent  has  been  

requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  

insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  device  fingerprinting)  within  

the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

25 /  33  

Machine Translated by Google

https://privacy.google.com/businesses/gdprcontrollerterms/
https://privacy.google.com/businesses/gdprcontrollerterms/sccs/
https://policies.google.com/privacy?hl=de
https://www.dataprivacyframework.gov/participant/5780
https://learn.microsoft.com/de-de/compliance/regulatory/offering-eu-model-clauses
https://www.microsoft.com/en-us/maps/bing-maps/product


OpenStreetMap  is  used  in  the  interest  of  an  attractive  presentation  of  our  online  offers  and  easy  findability  of  the  locations  we  

specify  on  the  website.  This  represents  a  legitimate  interest  within  the  meaning  of  Art.  6  Para.  1  lit.  f  GDPR.  If  a  corresponding  consent  

has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  

TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  device  fingerprinting)  

within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

reCAPTCHA  is  designed  to  check  whether  the  data  entered  on  this  website  (e.g.  in  a  contact  form)  is  being  entered  by  

a  human  or  by  an  automated  program.  To  do  this,  reCAPTCHA  analyzes  the  behavior  of  the  website  visitor  based  on  

various  characteristics.  This  analysis  begins  automatically  as  soon  as  the  website  visitor  enters  the  website.  For  the  analysis,  

reCAPTCHA  evaluates  various  information  (e.g.  IP  address,  length  of  time  the  website  visitor  spends  on  the  website  or  

mouse  movements  made  by  the  user).  The  data  collected  during  the  analysis  is  forwarded  to  Google.

The  reCAPTCHA  analyses  run  completely  in  the  background.  Website  visitors  are  not  informed  that  an  analysis  is  taking  place.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:

We  integrate  the  map  material  from  OpenStreetMap  on  the  server  of  the  OpenStreetMap  Foundation,  St  John's  Innovation  Centre,  

Cowley  Road,  Cambridge,  CB4  0WS,  Great  Britain.  Great  Britain  is  considered  a  third  country  with  secure  data  protection.  This  means  

that  Great  Britain  has  a  level  of  data  protection  that  corresponds  to  the  level  of  data  protection  in  the  European  Union.  When  

using  the  OpenStreetMap  maps,  a  connection  is  established  to  the  servers  of  the  OpenStreetMap  Foundation.

We  use  “Google  reCAPTCHA”  (hereinafter  “reCAPTCHA”)  on  this  website.  The  provider  is  Google  Ireland  Limited  (“Google”),  Gordon  

House,  Barrow  Street,  Dublin  4,  Ireland.

Your  IP  address  and  other  information  about  your  behavior  on  this  website  may  be  forwarded  to  the  OSMF.  OpenStreetMap  may  store  

cookies  in  your  browser  or  use  similar  recognition  technologies  for  this  purpose.

We  use  the  map  service  of  OpenStreetMap  (OSM).

The  data  is  stored  and  analyzed  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  

protecting  its  web  offerings  from  abusive  automated  spying  and  from  SPAM.  If  a  corresponding  consent  has  been  

requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  

consent  includes  the  storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  

the  TDDDG.  The  consent  can  be  revoked  at  any  time.

For  more  information  about  Google  reCAPTCHA,  please  see  the  Google  Privacy  Policy  and  the  Google  Terms  of  Use  at  the  following  

links:  https://policies.google.com/privacy?hl=de  and  https://

policies.google.com/terms?hl=de.

Google  reCAPTCHA  

OpenStreetMap
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hCaptcha  

Friendly  Captcha  

This  analysis  begins  automatically  as  soon  as  the  website  visitor  enters  a  website  with  activated  hCaptcha.  
For  the  analysis,  hCaptcha  evaluates  various  information  (e.g.  IP  address,  time  spent  on  the  website  by  the  
website  visitor  or  mouse  movements  made  by  the  user).  The  data  recorded  during  the  analysis  is  
forwarded  to  IMI.  If  hCaptcha  is  used  in  "invisible  mode",  the  analyses  run  completely  in  the  background.  
Website  visitors  are  not  informed  that  an  analysis  is  taking  place.

The  data  is  stored  and  analyzed  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  
legitimate  interest  in  protecting  its  web  offerings  from  abusive  automated  spying  and  from  SPAM.  If  
a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  
(1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  
information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  
consent  can  be  revoked  at  any  time.

For  further  information  about  hCaptcha,  please  see  the  privacy  policy  and  terms  of  use  at  
the  following  links:  https://www.hcaptcha.com/
privacy  and  https://hcaptcha.com/terms.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  
between  the  European  Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  
data  protection  standards  when  processing  data  in  the  USA.  Every  company  certified  according  to  the  DPF  
undertakes  to  comply  with  these  data  protection  standards.  You  can  obtain  further  information  from  the  
provider  at  the  following  link:  https://www.dataprivacyframework.gov/
participant/6388.

The  purpose  of  hCaptcha  is  to  check  whether  the  data  entered  on  this  website  (e.g.  in  a  
contact  form)  is  carried  out  by  a  human  or  by  an  automated  program.  To  do  this,  hCaptcha  analyses  
the  behaviour  of  the  website  visitor  based  on  various  characteristics.

The  data  processing  is  based  on  standard  contractual  clauses  contained  in  the  Data  Processing  Addendum  to  
IMI’s  General  Terms  and  Conditions  or  the  Data  Processing  Agreements.

We  use  hCaptcha  (hereinafter  "hCaptcha")  on  this  website.  The  provider  is  Intuition  Machines,  Inc.,  2211  Selig  
Drive,  Los  Angeles,  CA  90026,  USA  (hereinafter  "IMI").

https://www.dataprivacyframework.gov/participant/5780.  

Friendly  Captcha  is  designed  to  check  whether  the  data  entered  on  this  website  (e.g.  in  a  contact  
form)  is  carried  out  by  a  human  or  by  an  automated  program.  To  do  this,  Friendly  Captcha  analyzes  
the  behavior  of  the  website  visitor  based  on  various  characteristics.  For  the  analysis,  Friendly  Captcha  
evaluates  various  information  (e.g.  anonymized  IP  address,  referrer,  time  of  visit,  etc.).  You  can  find  more  
information  on  this  at:  https://friendlycaptcha.com/legal/privacy-end-
users/.

The  storage  and  analysis  of  the  data  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  The  website  
operator  has  a  legitimate  interest  in  protecting  its  web  offerings  from  misuse

We  use  Friendly  Captcha  (hereinafter  "Friendly  Captcha")  on  this  website.  The  provider  is  Friendly  Captcha  
GmbH,  Am  Anger  3-5,  82237  Woerthsee,  Germany.
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Wordfence

Cloudflare  Turnstile  

This  analysis  begins  automatically  as  soon  as  the  website  visitor  enters  a  website  with  Turnstile  activated.  
For  the  analysis,  Turnstile  evaluates  various  information  (e.g.  IP  address,  length  of  time  the  website  visitor  
spends  on  the  website  or  mouse  movements  made  by  the  user).  The  data  collected  during  the  analysis  is  
forwarded  to  Cloudflare.

The  data  is  stored  and  analyzed  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  
legitimate  interest  in  protecting  its  web  offerings  from  abusive  automated  spying  and  from  SPAM.  If  
a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  exclusively  on  the  basis  of  Art.  6  
(1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  
information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  
consent  can  be  revoked  at  any  time.

For  more  information  about  Cloudflare  Turnstile,  please  see  the  privacy  policy  at  https://
www.cloudflare.com/cloudflare-customer-dpa/.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  
between  the  European  Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  
data  protection  standards  when  processing  data  in  the  USA.  Every  company  certified  according  to  the  DPF  
undertakes  to  comply  with  these  data  protection  standards.  You  can  obtain  further  information  from  the  
provider  at  the  following  link:  https://www.dataprivacyframework.gov/
participant/5666.

We  use  Cloudflare  Turnstile  (hereinafter  "Turnstile")  on  this  website.  The  provider  is  Cloudflare  Inc.,  101  
Townsend  St.,  San  Francisco,  CA  94107,  USA  (hereinafter  "Cloudflare").

The  data  processing  is  based  on  standard  contractual  clauses,  which  you  can  find  here:  
https://www.cloudflare.com/cloudflare-customer-scc/.

Turnstile  is  designed  to  check  whether  the  data  entered  on  this  website  (e.g.  in  a  contact  
form)  is  carried  out  by  a  human  or  by  an  automated  program.  To  do  this,  Turnstile  analyses  the  
behaviour  of  the  website  visitor  based  on  various  characteristics.

automated  spying  and  SPAM.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  
exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  
includes  the  storage  of  cookies  or  access  to  information  in  the  user's  device  (e.g.  device  fingerprinting)  
within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

We  have  integrated  Wordfence  on  this  website.  The  provider  is  Defiant  Inc.,  Defiant,  Inc.,  800  5th  Ave  Ste  
4100,  Seattle,  WA  98104,  USA  (hereinafter  "Wordfence").

Wordfence  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  
protecting  his  website  as  effectively  as  possible  against  cyberattacks.
If  a  corresponding  consent  has  been  requested,  the  processing  will  be  carried  out  exclusively  on  the  
basis  of  Art.  6  Para.  1  lit.  a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  allows  the  storage

Wordfence  is  used  to  protect  our  website  from  unwanted  access  or  malicious  cyber  attacks.  For  
this  purpose,  our  website  establishes  a  permanent  connection  to  Wordfence's  servers  so  that  Wordfence  
can  compare  its  databases  with  the  accesses  made  to  our  website  and  block  them  if  necessary.
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CleanTalk  

Akismet

of  cookies  or  access  to  information  in  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  Consent  can  

be  revoked  at  any  time.

If  a  corresponding  consent  has  been  requested,  the  processing  will  be  carried  out  exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  

a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  on  the  

user's  device  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

Details  can  be  found  here:  

https://www.wordfence.com/help/general-data-protection-regulation/.

Details  can  be  found  here:  

https://cleantalk.org/publicoffer#privacy.

This  website  uses  anti-spam  plugins  from  CleanTalk.  The  provider  is  CleanTalk  Inc,  711  S  Carson  Street,  suite  4,  Carson  City,  NV,  

89701,  USA  (hereinafter  “CleanTalk”).

We  have  integrated  Akismet  on  this  website.  The  provider  is  Aut  O'Mattic  A8C  Ireland  Ltd.,  Business  Centre,  No.1  Lower  

Mayor  Street,  International  Financial  Services  Centre,  Dublin  1,  Ireland  (hereinafter  Aut  O'Mattic),  whose  parent  company  is  

based  in  the  USA.

CleanTalk  is  designed  to  protect  our  website  from  spam  activities  (e.g.  preventing  unwanted  advertising,  unwanted  messages  or  

comments).  For  this  purpose,  CleanTalk  collects  various  personal  data  such  as  IP  address,  email  address,  nickname  of  

the  message  sender,  information  about  the  technology  of  JavaScript  in  the  sender's  browser  and  the  texts  entered.

Akismet  enables  us  to  analyze  posted  comments  for  their  SPAM  status.  For  this  purpose,  we  process  the  specified  visitor  name,  

email  address,  IP  address,  comment  text,  browser  type  and  access  time.

This  information  is  usually  transferred  to  a  CleanTalk  server  in  the  USA  and  stored  there.

The  use  of  Akismet  is  based  on  Art.  6  (1)  lit.  f  GDPR.  The  website  operator  has  a  legitimate  interest  in  uninterrupted,  spam-free  

communication  with  website  visitors.

For  security  reasons  and  to  protect  against  spam,  your  data  is  processed  in  the  CleanTalk  Cloud  Service  and  stored  in  log  files  for  a  

maximum  of  31  days.  After  this  period,  this  data  is  completely  deleted.

If  a  corresponding  consent  has  been  requested,  the  processing  will  be  carried  out  exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  

a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  the  user's  

terminal  device  (e.g.  for  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

CleanTalk  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  protecting  his  website  as  

effectively  as  possible  from  spam  activities.

Further  details  can  be  found  here:  

https://akismet.com/gdpr/.
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Ninja  Firewall  

SolidWP  

SoundCloud  

We  have  integrated  SolidWP  on  this  website.  The  provider  is  iThemes  Media  LLC,  1720  South  Kelly  Avenue  Edmond,  OK  73013,  USA  

(hereinafter  "SolidWP").

SolidWP  is  used  to  protect  our  website  from  unwanted  access  or  malicious  cyber  attacks.

SolidWP  transmits  IP  addresses  of  recurring  attackers  to  a  central  SolidWP  database  in  the  USA  (Network  Brute  Force  

Protection)  in  order  to  prevent  such  attacks  in  the  future.

We  have  integrated  Ninja  Firewall  on  this  website.  The  provider  is  NinTechNet  Limited,  Unit  1603,  16th  Floor,  The  L.  Plaza  367  -  375  

Queen's  Road  Central  Sheung  Wan,  Hong  Kong  (hereinafter  Ninja  Firewall).

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  between  the  European  

Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  protection  standards  when  processing  

data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  to  comply  with  these  data  protection  standards.  You  

can  obtain  further  information  from  the  provider  at  the  following  link:  https://www.dataprivacyframework.gov/participant/4709.

For  this  purpose,  SolidWP  records,  among  other  things,  your  IP  address,  time  and  source  of  login  attempts  and  log  data  (e.g.  the  

browser  used).  SolidWP  is  installed  locally  on  our  servers.

Details  can  be  found  here:  

https://wordpress.com/support/data-processing-agreements/.

The  data  transfer  to  the  USA  is  based  on  the  standard  contractual  clauses  of  the  EU  Commission.

If  a  corresponding  consent  has  been  requested,  the  processing  will  be  carried  out  exclusively  on  the  basis  of  Art.  6  Para.  1  lit.  

a  GDPR  and  Section  25  Para.  1  TDDDG,  insofar  as  the  consent  includes  the  storage  of  cookies  or  access  to  information  in  the  user's  

end  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  The  consent  can  be  revoked  at  any  time.

SolidWP  is  used  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  protecting  his  website  as  

effectively  as  possible  against  cyberattacks.

The  use  of  Ninja  Firewall  is  based  on  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  in  protecting  

his  website  as  effectively  as  possible  against  cyberattacks.

We  have  activated  IP  anonymization  in  Ninja  Firewall,  so  that  the  tool  only  records  the  IP  address  in  abbreviated  form.

This  website  may  contain  plugins  from  the  social  network  SoundCloud  (SoundCloud  Limited,  Berners  House,  47-48  Berners  

Street,  London  W1T  3NF,  Great  Britain).  You  can  recognize  the  SoundCloud  plugins  by  the  SoundCloud  logo  on  the  relevant  pages.

Ninja  Firewall  is  used  to  protect  our  website  from  unwanted  access  or  malicious  cyber  attacks.  For  this  purpose,  Ninja  

Firewall  records  the  IP  address,  request,  referrer  and  time  of  page  access.  Ninja  Firewall  is  integrated  into  our  own  servers  and  

does  not  transmit  any  personal  data  to  the  provider  of  the  tool  or  other  third  parties.
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Spotify  

If  you  do  not  want  SoundCloud  to  associate  your  visit  to  this  website  with  your  SoundCloud  user  account,  please  log  out  of  your  

SoundCloud  user  account  before  activating  content  from  the  SoundCloud  plugin.

This  website  includes  functions  of  the  music  service  Spotify.  The  provider  is  Spotify  AB,  Birger  Jarlsgatan  61,  113  56  Stockholm  

in  Sweden.  You  can  recognize  the  Spotify  plugins  by  the  green  logo  on  this  website.  You  can  find  an  overview  of  the  Spotify  

plugins  at:  https://developer.spotify.com.

This  means  that  when  you  visit  this  website,  a  direct  connection  can  be  established  between  your  browser  and  the  

Spotify  server  via  the  plugin.  Spotify  therefore  receives  the  information  that  you  have  visited  this  website  using  your  IP  

address.  If  you  click  the  Spotify  button  while  you  are  logged  into  your  Spotify  account,  you  can  link  the  content  of  this  

website  to  your  Spotify  profile.  This  allows  Spotify  to  assign  the  visit  to  this  website  to  your  user  account.

We  would  like  to  point  out  that  when  using  Spotify,  cookies  from  Google  Analytics  are  used,  so  that  your  usage  data  may  also  

be  passed  on  to  Google  when  using  Spotify.

The  UK  is  considered  a  safe  third  country  in  terms  of  data  protection.  This  means  that  the  UK  has  a  level  of  data  protection  

that  corresponds  to  the  level  of  data  protection  in  the  European  Union.

For  more  information,  please  see  SoundCloud’s  privacy  policy  at:  https://soundcloud.com/pages/privacy.

The  data  is  stored  and  analyzed  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  

in  the  greatest  possible  visibility  in  social  media.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  

out  exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  

storage  of  cookies  or  access  to  information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  

The  consent  can  be  revoked  at  any  time.

When  you  visit  this  website,  a  direct  connection  is  established  between  your  browser  and  the  SoundCloud  server  after  

activating  the  plug-in.  SoundCloud  therefore  receives  the  information  that  you  have  visited  this  website  using  your  IP  address.  

If  you  click  the  "Like"  or  "Share"  button  while  you  are  logged  into  your  SoundCloud  user  account,  you  can  link  and/or  share  

the  content  of  this  website  with  your  SoundCloud  profile.  This  allows  SoundCloud  to  associate  your  visit  to  this  website  with  
your  user  account.  We  would  like  to  point  out  that  as  the  provider  of  the  pages,  we  have  no  knowledge  of  the  content  

of  the  transmitted  data  or  its  use  by  SoundCloud.

For  more  information,  please  see  Spotify’s  privacy  policy:  https://www.spotify.com/de/legal/privacy-

policy/.

The  data  is  stored  and  analyzed  on  the  basis  of  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  interest  

in  the  appealing  acoustic  design  of  its  website.  If  a  corresponding  consent  has  been  requested,  the  processing  is  carried  out  

exclusively  on  the  basis  of  Art.  6  (1)  (a)  GDPR  and  Section  25  (1)  TDDDG,  insofar  as  the  consent  includes  the  storage  of  

cookies  or  access  to  information  on  the  user's  device  (e.g.  device  fingerprinting)  within  the  meaning  of  the  TDDDG.  

The  consent  can  be  revoked  at  any  time.

If  you  do  not  want  Spotify  to  associate  your  visit  to  this  website  with  your  Spotify  user  account

Spotify  is  solely  responsible  for  this  integration.  We  as  website  operators  have  no  influence  on  this  processing.

Google  Analytics  is  a  tool  from  the  Google  Group  for  analyzing  user  behavior  and  is  based  in  the  USA.
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OneDrive  

Google  Drive  
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9.  Own  services

The  use  of  OneDrive  is  based  on  Art.  6  Paragraph  1  Letter  f  of  GDPR.  The  website  operator  has  a  legitimate  
interest  in  a  reliable  upload  area  on  its  website.  If  the  corresponding  consent  has  been  requested,  the  
processing  is  carried  out  exclusively  on  the  basis  of  Art.
6  paragraph  1  letter  a  GDPR;  consent  can  be  revoked  at  any  time.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  
between  the  European  Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  
protection  standards  when  processing  data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  
to  comply  with  these  data  protection  standards.  You  can  obtain  further  information  from  the  provider  at  the  
following  link:  https://www.dataprivacyframework.gov/participant/6474.

We  have  integrated  Google  Drive  on  this  website.  The  provider  is  Google  Ireland  Limited  (“Google”),  Gordon  House,  
Barrow  Street,  Dublin  4,  Ireland.

OneDrive  allows  us  to  include  an  upload  area  on  our  website  where  you  can  upload  content.  When  you  upload  
content,  it  is  stored  on  OneDrive's  servers.
When  you  enter  our  website,  a  connection  is  also  established  with  OneDrive  so  that  OneDrive  can  determine  
that  you  have  visited  our  website.

We  have  integrated  OneDrive  on  this  website.  The  provider  is  Microsoft  Ireland  Operations  Limited,  One  
Microsoft  Place,  South  County  Business  Park,  Leopardstown,  Dublin  18,  Ireland  (hereinafter  "OneDrive").

can,  please  log  out  of  your  Spotify  account.

The  use  of  Google  Drive  is  based  on  Art.  6  (1)  (f)  GDPR.  The  website  operator  has  a  legitimate  
interest  in  a  reliable  upload  area  on  his  website.
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Google  Drive  allows  us  to  include  an  upload  area  on  our  website  where  you  can  upload  content.  When  you  upload  
content,  it  is  stored  on  Google  Drive's  servers.  When  you  enter  our  website,  a  connection  is  also  
established  to  Google  Drive  so  that  Google  Drive  can  determine  that  you  have  visited  our  website.

The  company  is  certified  according  to  the  "EU-US  Data  Privacy  Framework"  (DPF).  The  DPF  is  an  agreement  
between  the  European  Union  and  the  USA  that  is  intended  to  ensure  compliance  with  European  data  
protection  standards  when  processing  data  in  the  USA.  Every  company  certified  according  to  the  DPF  undertakes  
to  comply  with  these  data  protection  standards.  You  can  obtain  further  information  from  the  provider  at  the  
following  link:  https://www.dataprivacyframework.gov/participant/5780.
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